# Aanvraagformulier

Voorafgaande raadpleging

*in combinatie met*

Vergunning voor het verwerken van persoonsgegevens van strafrechtelijke aard t.b.v. derden (artikel 33 lid 4 onder c Uitvoeringswet AVG)

## CONTACTGEGEVENS VERWERKINGSVERANTWOORDELIJKE

Aanvrager / verwerkingsverantwoordelijke:

Contactpersoon:

Adres:

Postcode en plaats:

E-mail:

Telefoon:

Handtekening:

## CONTACTGEGEVENS FG

Heeft uw organisatie een functionaris voor de gegevensbescherming (FG) aangesteld? Zo ja, vul dan hieronder de gegevens van de FG in:

Naam FG:

E-mail FG:

Telefoon FG:

Registratienummer FG:

Privacyvoorwaarden
Op dit formulier is de [Privacyverklaring voorafgaande raadpleging en vergunning](https://autoriteitpersoonsgegevens.nl/nl/privacyverklaring-voorafgaande-raadpleging-vergunning-gedragscode-internationale-doorgifte) van de Autoriteit Persoonsgegevens van toepassing.

## VRAGEN

1. Titel/naam en korte beschrijving van de gegevensverwerking.
2. Is er sprake van een grensoverschrijdende verwerking?
3. ja 🡪 vul vraag 3 en 4 in

0 nee 🡪 ga naar vraag 5

1. In welk land is uw hoofdvestiging of enige vestiging gevestigd?
2. Eventuele opmerkingen over uw grensoverschrijdende verwerking.
3. Is er sprake van een gegevensverwerking binnen een concern, samenwerkingsverband of branche?
Zo ja, beschrijf dan OF wie de centrale verwerkingsverantwoordelijke is OF wie medeverantwoordelijkheden zijn en hoe hun onderlinge verhoudingen zijn geregeld.
4. Beschrijf de doelen en de middelen van de voorgenomen verwerking (artikel 36, lid 3 onder b, AVG).
5. Wat zijn de technische en organisatorische maatregelen die u wilt nemen om de privacyrechten van de betrokken personen te beschermen? (artikel 36, lid 3 onder c, AVG).
6. Hoe beoordeelt u de privacyrisico’s voor de personen van wie u persoonsgegevens wilt verwerken? (artikel 35, lid 7, onder c, AVG*).*
7. Wat is/zijn de restrisico(’s) waarover u een voorafgaande raadpleging van de Autoriteit Persoonsgegevens wilt? Het gaat hier dus om hoge privacyrisico’s waarvoor u geen maatregelen kunt vinden (art 36 AVG).

## MEE TE STUREN STUKKEN

1. Dit ingevulde **aanvraagformulier**.
2. De **DPIA** (*data protection impact assessment*, ook wel gegevensbeschermingseffectbeoordeling genoemd). U bent verplicht om een [DPIA uit te voeren](https://autoriteitpersoonsgegevens.nl/nl/zelf-doen/data-protection-impact-assessment-dpia) als u strafrechtelijke gegevens wilt verwerken ten behoeve van derden. De DPIA moet in ieder geval het volgende bevatten:
* Een systematische beschrijving van de beoogde gegevensverwerkingen en de doeleinden hiervan.
* Een beoordeling van de noodzaak, proportionaliteit en subsidiariteit van de verwerkingen. Dat houdt in: is het verwerken van persoonsgegevens op deze manier noodzakelijk om uw doel te bereiken (*noodzaak*), staat de inbreuk op de privacy van de betrokkenen (de mensen van wie u gegevens verwerkt) in verhouding tot dit doel (*proportionaliteit*) en kunt u het doel niet op een andere manier bereiken, die minder ingrijpend is voor de privacy van de betrokkenen (*subsidiariteit*)?
* Een beoordeling van de privacyrisico's voor de betrokkenen en de waarborgen die u gaat treffen om deze risico’s te verkleinen.
* De beoogde maatregelen om (1) de risico's aan te pakken (zoals waarborgen en veiligheidsmaatregelen) en (2) aan te tonen dat u aan de Algemene verordening gegevensbescherming (AVG) voldoet.
1. Een **protocol**. In het protocol omschrijft u hoe u de persoonsgegevens gaat verwerken en hoe deze voorgenomen gegevensverwerking voldoet aan de eisen uit de AVG.

Let op: de AP kan alleen volledige aanvragen in behandeling nemen. Dat wil zeggen dat de AP alle genoemde stukken van u heeft ontvangen.

## ADRES

U stuurt de stukken per post naar:

Autoriteit Persoonsgegevens

Directie Systeemtoezicht, Technologie en Beveiliging

Afdeling Systeemtoezicht

Postbus 93374

2509 AJ DEN HAAG

Let op: zolang de procedure van uw aanvraag voor een vergunning loopt, mag u nog niet beginnen met de verwerking.